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Highway Pilot:

U Cooperative Lane Merge
V Position with lane-level accuracy
V V2X Comm. vehicle data sharing

Truck Platooning:

U Platoon formation
V Position of each truck in the lane
V V2X Comm. vehicle data-sharing
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1. Trigger of lane-
merge request,

2. Open the gap,

3. Cooperative ACC.

ENSEMBLE

1. Detection of the
platoon,

2. Joining procedure,

3. Cooperative driving.
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KETs integration

1) Virtual Tests
U Stochastic Variation of parameters starting from Scenario DBs
U ldeal, probabilistic, physical sensor models

Replicate
anomalies into

Virtual & XiL
test

2) Hardware & Software in the Loop
U Creation of simulated V2X messages starting from GNSS traces
U Injection of RF errors: losses, delays, corruptions...
Creation of
extended
scenario DB

Comparison of driving function performances;
Improvement of fidelity testing.
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3] Proving Ground

U Validation of driving function relying on the geo-localized
information in a controlled environment

Extraction of positioning
4) Field Tests profile and V2X messages

U Validation of driving function in a real-world: from Vehicle under Test
Interaction with unpredictable obstacles




Virtual Tests

V V2X needs can be part of scenario considering different “modes of operation”:
A Technologies: IEEE 802.11p, C-V2X (PC5), LTE/5G (UU/MEC), other short-range tech.,
A Informative (e.g. for driver]) VS Cooperative maneuvers (e.g. for AD-functions).

G Lack of existing scenario databases for HD Positioning & V2X.

Simulated position traces available but without realistic errors.
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Vehicle
Model
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Software & Hardware in the Loop testing

V Suitable within many scenario categories:

A Creation of synthetic scenarios to test the AD
function,

A Multi-actor interactions: complex scenarios
are possible,

A Repeatable testing including rare events:
stress testing, noise injection.
G Many difficulties for black-box systems:

A Data-fusion prevents to test the input
components independently.

A Connectivity extend the complexity of the
system A external agents will impact into the
AD output.
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