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Event rules and process

V Webinar is being recorded
V Slides and recording will be shared and published on HEADSTART website

V Questions can be raised via www.slido.com with event code: #HEADSTART

The questions are gathered and where possible raised by the webinar moderator at fixed time
slots during the webinar to the presenters.

V Do not wait until the end of the presentation! If you have questions, just send them to us!

Join at
slido.com

#HEADSTART

V Please, avoid using the GoToMeeting chat as your question may not arrive to us
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Key Enabling Technologies [KETs] in
HEADSTART

Positioning for AD functions
Operational Design Domain extension with absolute (lane-level]

positioning

Communication (V2X) for AD functions N

Additional information collected from external O O
environment beyond current sensors sensing

Cybersecurity for AD functions
|dentification of vulnerabilities capable to compromise the safety
functions
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Enhance current Automated Driving functions

Positioning
Ego-Vehicle
Geo
Localization Improve AD
functionalities:
- Highway pilot
Communication - Truck platooning
(V2X) - Traffic jam chauffeur

Geo-localized data
from vehicles
& Infrastructure
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Enhance current Automated Driving functions

BUT
they rely on (external]
Positioning data outside the
Ego-Vehicle normal vehicle design
Geo domain

Localization Improve AD
functionalities:
- Highway Pilot

Communication - Truck platooning
(V2X) - Traffic jam chauffeur

Geo-localized data
from vehicles

& infrastructure _
Cybersecurity

Information trust
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New information
channels

New failure
possibilities

Additional parameters
In the validation

methodology

Cross-dependencies
between these

parameters
22 October 2020
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Simulator /

Database + Mechanics

Post-
Processing/

Scenario Extraction T

Parameters
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Scenarios

Injected
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Cyber-
Security
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Evaluation

Scenario
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Query |

Selection of Relevant Scenarios
and Stochastic Variations

Field Test Creation on

KET Layer

Virtual Simulation Testing

Human Pass/Fail
Capabilities Criteria
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XiL based Testing

o -E?equirements |-
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Proving Ground Testing

~
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KETs involved
Minimum Risk
Maneuver

Tactical maneuver
behaviour

+ Functional

requirements

description
+ Requirements for

/ 0 KETs

HEADSTART Mid-term event



Positioning integration

Replicate
anomalies into

Virtual & XiL
test

1) Virtual Tests

U Stochastic Variation of positioning parameters
starting from Scenario DBs

2) Hardware & Software in the Loop

U Creation of simulated GNSS/IMU signals
starting from GNSS traces

Creation of
extended
scenario DB

Comparison of driving function performances;
Improvement of positioning fidelity testing.

3] Proving Ground ™

U Validation of driving function relying on the positioning
module in a controlled environment

4) Field Tests

U Validation of driving function relying on the positioning
module in a real-world: interaction with unpredictable
obstacles

Extraction of

> ‘positioning

profile” from
Vehicle under Test
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Challenges for Positioning

V Methodology, Testing &
Assessment:

V System & Environment:

A Functional requirements at vehicle level

0 Detect and evaluate GNSS uncertainty from
the vehicle under test.

A Technical constrains at vehicle
component level

o Capability to inject coherent positioning data:

- GNSS signals: the vehicle under test might
require GNSS corrections.
- Coherence with other in-vehicle data.

A Technical feasibility
o Day-by-day repeatability

22 October 2020

A Potential physical constrains on test tracks

0 A HD map of the test track area must be
available.

A How the technical requirements are

expected to be partly verified by computer
tools
0 Capability to compare the performances of

different implementations of the same vehicle
function.



Communication (V2X) integration

1) Virtual Tests
U V2X Communication ‘as a sensor’
U ‘Simple’ versus complex models
U Logical testing: example V2X message exchange as part of platooning interaction protocol
U ldeal, probabilistic, physical sensor models

2) Hardware & Software in the Loop
U Communication software stack up to complete communication units (multiple radio technologies)
U Include in scenarios the relevant 'V2X events’

o I
.
3] Proving Ground N
u -

| s
4) Field Tests
U _
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